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Abstract of the contribution: This contribution proposes to add a new solution to support network control for UE behaviour for Key Issues#6 of TR 23.700-41.
Discussion 
In this solution, network slice access and PDU session control based on policy control can be achieved. Through unified network policy decision, for UEs which do not need to distinguish/aware of the special network control requirements during registration and PDU session management procedure, the network can help to set or modify the network policy. For UEs which is agnostic of the on-demand registration requirements for special network slices (only when there is a data connection requirements, the registration and PDU session requests are initiated) are temporarily not registered, and it is essential that the network slices registered on demand will not be rejected during initial registration procedure, and the corresponding PDU sessions of these network slices can be flexibly initiated/requested according to business needs in the future. At the same time, the policy control function is able to deliver PDU session and registration control duration information to the related network function, and policy control function is able to update time control policies and based on operator policies, network service characteristics, location information, subscription information, etc.
Proposal

It is proposed to update TR 23.700-41 as follows:
**** First Change ****
6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	Solutions
	Key Issues

	
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6

	Solution #1: Additional S-NSSAI associated with the PDU session
	X
	
	
	
	
	

	Solution #2: Slice Re-mapping Capabilities for Network Slice Service Continuity
	X
	
	
	
	
	

	Solution #3: Support of Network Slice Service continuity using SSC mode 3
	X
	
	
	
	
	

	Solution #4: PDU Session on compatible network slice
	X
	
	
	
	
	

	Solution #5: PDU session handover to a target CN with an alternative S-NSSAI support
	X
	
	
	
	
	

	Solution #6: Extended SoR VPLMN Slice Information transfer to UEs
	
	X
	
	
	
	

	Solution #7: Enabling awareness of Network Slice availability in VPLMNs
	
	X
	
	
	
	

	Solution #8: Gracefully network slice termination
	
	
	X
	
	
	

	Solution #9: Support of a Network Slice with an AoS not matching existing TA boundaries
	
	
	X
	
	
	

	Solution #10: Associating a validity timer with a temporary slice
	
	
	X
	
	
	

	Solution #11: Enabling UEs to Request S-NSSAIs not uniformly available
	
	
	X
	
	X
	

	Solution #12: Solution for Centralized Counting for Multiple Service Areas and 5GS-EPS Interworking
	
	
	
	X
	
	

	Solution #13: Hierarchical NSACF Architecture for Maximum UE/PDU Session number control
	
	
	
	X
	
	

	Solution #14: Maximum Number Distribution in multiple NSACFs
	
	
	
	X
	
	

	Solution #15: Service continuity in case of Network Slice instance overload
	X
	
	
	
	
	

	Solution #16: UE assisted slice based VPLMN prioritization for Extended SoR
	
	X
	
	
	
	

	Solution #17: Slice based VPLMN Selection Policy
	
	X
	
	
	
	

	Solution #18: Sending rejected NSSAI to the UDM to assist the UDM to steer the UE to the PLMN supporting rejected NSSAI
	
	X
	
	
	
	

	Solution #19: configuring the UE with network slice aware preferred PLMNs lists
	
	X
	
	
	
	

	Solution #20: VPLMN Selection following existing SoR information
	
	X
	
	
	
	

	Solution #21: Temporary slice based on URSP
	
	
	X
	
	
	

	Solution #22: Enabling graceful slice termination with support of UE policies
	
	
	X
	
	
	

	Solution #23: UE registration for conditional network slices
	
	
	X
	
	X
	

	Solution #24: On the handling temporary network slices
	
	
	X
	
	
	

	Solution #25: Handling Rejected S-NSSAIs in some TAs of RA
	
	
	
	
	X
	

	Solution #26: Multiple areas and resource partitioning
	
	
	X
	
	X
	

	Solution #27: Exception to the rejected NSSAI handling
	
	
	
	
	X
	

	Solution #28: Support of network slices with TA granularity within a RA
	
	
	
	
	X
	

	Solution #29: On handling S-NSSAIs not supported in certain TAs of a RA during a registration
	
	
	X
	
	X
	

	Solution #30: Rejected S-NSSAI with new cause value
	
	
	
	
	X
	

	Solution #31: Enabling Flexible RAs with Slice Service Area
	
	
	
	
	X
	

	Solution #32: Solution for Network Control for UE Slice Use
	X
	
	
	
	
	X

	Solution #33: Slice-specific implicit deactivation timers
	
	
	
	
	
	X

	Solution #34: On-demand slices
	
	
	
	
	
	X

	Solution #35: Network Slice usage control by the network
	
	
	
	
	
	X

	Solution #36: UE provided reason for registration to S-NSSAI
	
	
	
	
	
	X

	Solution #37: Actual UE Activity-based Slice Admission Control
	
	
	
	
	
	X

	Solution #38: On configuring the UE with UE behaviour policies
	
	
	
	
	
	X

	Solution #39: Serving PLMN steering UE to preferred slice for selection of PDU session
	
	
	
	
	
	X

	Solution # x: Network control of UE behaviour based on network policy
	
	
	
	
	
	X


*** Next Change (all new text) ***

6.x
Solution #x: Network Control of UE Behaviour based on Network Policy
6.x.1
Introduction

The solution aims to address Key Issue #6: Improved network control of the UE behaviour. 

6.x.2
Functional Description

Network slice access and session control based on policy control can be achieved through unified network policy.

Through unified network policy decision, for UEs which do not need to distinguish/aware of the special network control requirements during registration and PDU session management procedure, the network can help to set or modify the network policy. For UEs which is agnostic of the on-demand registration requirements for special network slices (only when there is a data connection requirements, the registration and PDU session requests are initiated) are temporarily not registered, and it is essential that the network slices registered on demand will not be rejected during initial registration procedure, and the corresponding PDU sessions of these network slices can be flexibly initiated/requested according to business needs in the future. At the same time, the policy control function is able to deliver PDU session and registration control duration information to the related network function, and policy control function is able to update time control policies and based on operator policies, network service characteristics, location information, subscription information, etc. 
6.x.3
Procedures
6.x.3.1
Network control of UE behaviour for registration and PDU session management
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Figure 6.X.3-1 Network Control of UE Behaviour Procedure
1: UE initiates a registration request. Optionally, if the UE itself has requirements such as power saving and customized access, the network may be required to provide the UE Behaviour request in the registration request to AMF, indicating the network to perform addition network control. And if the UE Behaviour request is not provided, the Request NSSAI initiated by the UE have no identifications on which services need to be registered on-demand. It is entirely up to the network to decide whether to activate the corresponding network control policy, for example, according to PLMN, subscription, network load, service characteristics, etc. In this step, if some of the request NSSAI needs the network perform network control and the others don’t need, the UE will not be aware of the differentiate requirements, it is up to the network to decide which S-NSSAI need special network control in step 2.
2: AMF performs the registration process. If AMF re-allocation needed, interactions with NSSF is performed. The network will decide the Allowed NSSAI according to the operator's policy, current location information, UE subscription, and current network slice load. 
During registration, AMF and/or NSSF will help the UE to determine which S-NSSAI need to perform special network control, e.g. slice usage control based on UE location, UE subscription and network operator’s policy. For network slices registered on demand (only register into the network slice when PDU session is requested to be established), this S-NSSAI will not be included in the returned Allowed NSSAI, but Similarly, it does not exist in Rejected NSSAI, and an On-demand Allowed NSSAI containing all the S-NSSAIs need to be temporally not registered in initial registration is added in the response to AMF and finally provided to the UE. 
When the UE has a subsequent service request for PDU session connection, and the related S-NSSAI corresponding to the PDU session is within the On-demand Allowed NSSAI, the UE first initiates registration and then initiates a PDU Session request. 
Step 3-5: AMF initiates Npcf_AMPlicyControl_Create Request to PCF/AM-PCF, requesting the response policy supported by UE Behaviour. The PCF, according to the UE subscription, AF external application, terminal current location, current network load, etc, customize the network control policy, and notify AMF the Reg_timer information and the corresponding S-NSSAI.
Step 6. The rest of the registration process is completed.
Step 7: After the AMF receives the Reg_Timer, it monitors the current registration of the corresponding S-NSSAI

Step 8: If the AMF has not receive the PDU Session Establishment Request from the UE, after the Reg_timer expires, the AMF triggers the UE deregistration operation

Step 8. The UE initiates a PDU Session Establishment Request and carries a request indication for UE Behaviour. Optionally, if the UE itself has requirements such as power saving and customized access, the network may be required to provide the UE Behaviour request in the PDU Session establishment request, indicating the network to perform addition network control. And if the UE Behaviour request is not provided, the UE provides no indications on which services need to be perform control of PDU session. It is entirely up to the network to decide whether to activate the corresponding network control policy, for example, according to PLMN, subscription, network load, service characteristics, etc
Step 9. SMF selection and PDU Session authentication and authentication

Step 10-12. In the Policy process, the SMF initiates the Npcf_SMPlicyControl_Create Request to the PCF to request the response policy supported by the UE Behavior. A PDU_timer and corresponding S-NSSAI, are provided to SMF to perform session control on the responding S-NSSAI

Step 13. The rest of the PDU session establishment process

Step 14. SMF starts the received PDU_Timer and monitors the current PDU session status

Step 15. If the current UPF connection is active, the PDU_timer does not work, and if the UPF connection is released, the PDU_Timer starts timing. If the timer expires, the SMF will trigger the related operations of the PDU Session Release

Step 16. The SMF sends a PDU connection release message to the AMF. If  Reg_Timer already exists in AMF, the AMF will further start Reg_Timer, monitor the network by controlling the registration of the UE. If the Reg_timer expires and there is no new PDU session request, the AMF triggers the deregistration procedure for the UE.
6.x.3.2
Policy Update Procedure
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Figure 6.X.3.2-1 Policy Update (AM-Policy)
1: PCF decides to update the policy. The updated information may be triggered by: a) external AF b) UDR notification c) Analysis information obtained from NWDAF

Step 2: PCF generate a new Policy of related S-NSSAI and Reg_Timer

Step 3: The PCF sends the corresponding policy to the AMF in Npcf_AMPolicyControl_UpdateNotify. In this solution, the policy includes On-demand NSSAI and the corresponding control duration Reg_Timer.

Step 4: AMF deploys and saves the received policy.
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Figure 6.X.3.2-2 Policy Update (SM-Policy)
1: PCF decides to update the policy. The updated information may be triggered by : a) external AF b) UDR notification c) Analysis information obtained from NWDAF

Step 2: PCF generate a new Policy of related S-NSSAI and PDU_Timer

Step 3: PCF sends the corresponding policy to the SMF in Npcf_SMPolicyControl_UpdateNotify. In this solution, the policy includes On-demand Allowed NSSAI and the corresponding control duration PDU_Timer.

Step 4: SMF deploys and saves the received policy
6.x.4
Impacts on services, entities and interfaces
The following impacts have been identified:

AMF：
· registration management based on the S-NSSAI and Reg_timer received from PCF
 SMF:
· session management based on the S-NSSAI and PDU_timer received from PCF.
PCF:
· Generate AM and SM policy which include timer duration information
UE:

·  Optionally, provide network control request in NAS message
**** End of Changes ****

3GPP


_1721457701.doc


2. Policy Decision







1. PCF internal event







4. Deploy related policy information







SMF







SM-PCF







3. Npcf_SMPolicyControl_UpdateNotify












UE
1. Registration Request
（Option：UE Behavior Request）
11. Npcf_SMPolicyControl_Create Request
12. Npcf_SMPolicyControl_Create Response（PDU_Timer, S-NSSAI）
3. PCF selection
6. Rest of the UE registration procedure
AMF
AM-PCF
SMF
AUSF
2. Interaction with AUSF and UDM
7. AMF Setup the timer for the received S-NSSAI
8.PDU Session Establishment Request（UE Behavior Support）
The Reg_Timer has not expired
9. SMF Selection and PDU Session authentication/authorization
10. PCF selection
UDM
14. SMF Setup the timer for the received S-NSSAI
4. Npcf_AMPolicyControl_Create Request
5. Npcf_AMPolicyControl_Create Response（Reg_Timer, S-NSSAI）
13. Rest of the PDU Session Establishment procedure
15. UPF connection activated, timer stop; UPF deactivated, UPF start; if timer expired, the PDU Session can be released
SM-PCF
16. Notification of PDU Session released, trigger new Reg_Timer monitor, no new PDU session request when timer expired, trigger deregistration



_1721457700.doc


2. Policy Decision







1. PCF internal event







4. Deploy related policy information







AMF







AM-PCF







3. Npcf_AMPolicyControl_UpdateNotify












